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1
Decision/action requested

The group is asked approve this contribution.
2
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3
Rationale

In the study on management and orchestration of network slicing for next generation network [1] the relationship, between various 5G network slicing management functions, is described as shown in Figure 3.1. 
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Figure 3.1: Model showing various management functions for network slicing [1[

Each of these management functions provide management services for the entities it manages, which can be accessed by other management functions if, and when required. 

The use cases for the NSMF supports the following two scenarios [2]:

1) NOP internal
2) NSaaS

NOP internal: The service provider and network operator are parts of the same organization. The network slice is used to provide communication services to the customers of this organization. The management of the network slice is exposed as NetworkSlice management exposure, see Figure 3.3 and the management of the network slice subnet is exposed as NetworkSliceSubnet exposure shown in Figure 3.2.
NSaaS: The service provider and network operator are not part of the same organization. The network slice is created and managed by the network operator and used by the service provider to provide communication services to its customers. 

The NSaaS or NetworkSlice management exposure is shown in Figure 3.3. The NetworkSlice management exposure provides another organization than the organization managing the network slice resources with pre-agreed management capabilities. 

[image: image2.png][NSHF:

NetworksliceSubnet
management exposure

[NSSMF





Figure 3.2: Model NetworkSliceSubnet mangement exposure [1[
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Figure 3.2: Model NetworkSlice management exposure [1[

The CSMF is the management function for management of communication services. The communication services are provided and managed by the provider/producer organization with 1) no external management exposure (as shown in Figure 3.1 and 3.2) or 2) the communication services are provided and managed by the provider/producer organization with external management exposure (as shown in Figure 3.3). For example, the provider may allow limited management exposure to its customer. The use cases for the CSMF support the following two scenarios:
1) CSP internal

2) CSaaS
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Figure 3.3: Model showing CommunicationService management exposure 

Both models showing the network slice management exposure and communication service management exposure can be combined to give an overall view and supported scenarios.
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Figure 3.4: Model showing CommunicationService, NetworkSlice and NetworkSLiceSubnet management exposure
The scenarios supported by Figure 3.4 are:

- CSP/NOP internal

- NSaaS

- CSaaS

4
Detailed proposal

First change 
2
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Second change 
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

CSaaS
Communication Service as a Service
CSC
Communication Service Customer
CSCMF
Communication Service Customer Management Function
CSMF
Communication Service Management Function

CSP
Communication Service Provider
NOP
Network OPerator

NSaaS
Network Slice as a Service
NSI
Network Slice Instance

NSMF
Network Slice Management Function
NSSMF
Network Slice Subnet Management Function
Second change 
4.x
Management exposure aspects communication services
4.x.1
General management exposure points
In a network slicing model supporting communication services the following management exposure points between different management functions have been identified. This is shown in Figure 4.x.1.1
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Figure 4.x.1.1: Model showing management exposure points. 

4.x.2 Management exposure from NSMF
Network slices are created and managed to support communication services. The use cases for the NSMF support the following two network slicing scenarios as described in TS 28.531 [x]:

- NOP internal 

- NSaaS

NOP internal: The service provider and network operator are parts of the same organization. The network slice is used to provide communication services to the customers of this organization. The management of the network slice is exposed as NetworkSlice management exposure and the management of the NetworkSliceSubnet is exposed as NetworkSlcieSubnet management exposure. In this scenario the CSMF may be part of the same organization or may be part of a different organization. 
NSaaS: The service provider and network operator are not part of the same organization. The network slice is created and managed by the network operator and used by the service provider to provide communication services to its customers (CSC).  The NetworkSlice management exposure provides another organization than the organization managing the network slice resources with pre-agreed management capabilities. 
4.x.2 Management exposure from CSMF

The communication services are provided and managed by the provider organization with 1) no external management exposure or 2) the communication services are provided and managed by the provider organization with external management exposure. For example, the provider may allow pre-agreed management exposure to its customers’ CSCMF. A service provider provides a V2X service to an Enterprise, the Enterprise may be able to add subscribers or add new geographical area to the V2X service. 
CSaaS: A network slice is created and managed by a service provider to provide communication services to its customers (CSC). The CommunicationService management exposure provides another organization than the organization managing the communication services with pre-agreed management capabilities. 
End of change
